**«Алгоритм действий» по мониторингу контента сайтов,**

**социальных сетей, в целях контроля за общением несовершеннолетних в сообществах в сети Интернет деструктивной направленности**

**Родители!** Научите своего ребенка использовать Интернет в качестве инструмента для самопознания и источника информации, необходимой для успешного существования в социуме!

Какие опасности для детей таятся в Интернете?

Явные опасности:

- пропаганда суицидов;

- порнография;

- пропаганда насилия;

- экстремизм;

- агрессия;

- кибербуллинг;

- киднеппинг.

1. Нужно определить какие сайты посещает Ваш ребенок. Для этого нужно отследить историю посещений. В разных интернет-браузерах это делается поразному, но отличия небольшие.

Общий алгоритм, примерно, следующий:

• в правом верхнем углу браузера есть пиктограмма настроек (у google— 3 точки, у frefox— З полоски). Открываем.

• находим историю посещений (у google— это так и называется «История», у flrefox— «Журнал»). Там можно отследить какие сайты просматривались.

Все вышесказанное справедливо для детей, которые не очень хорошо знакомы с возможностями компьютеров и гаджетов. Поскольку, есть возможность удалить историю посещений. Более того, если используется мобильный интернет в гаджете, который используется только ребенком (например, смартфон или планшет), то отследить историю крайне сложно. Кроме того, невозможно контролировать контент социальных сетей.

2. Блокировку можно проводить как на внутреннем уровне (в самом браузере, при помощи внешних сервисов -http://netkidscontrol.ru/posibilities/blocking, родительский контроль), так и на внешнем (провайдер). Для более продвинутых родителей — на домашнем роутере.